DATABASES = {

    "default": {

        "ENGINE": "django.db.backends.postgresql",

        "NAME": "blog",

        "USER": "alvin",

        "PASSWORD": "123",

    }

}

1. **To generate self-signed certificates**

openssl req -x509 -newkey rsa:4096 -keyout key.cert -out cert.crt -days 365

openssl req -x509 -newkey rsa:4096 -keyout key.cert -out cert.crt -days 365 -subj "/CN=localhost"

1. **Import certificate to browsers**
2. **Run development server for https**

python manage.py runserver\_plus --cert-file cert.crt

python manage.py runserver\_plus --cert-file cert.crt --key-file key.cert

to generate self-signed certificate:

openssl req -x509 -newkey rsa:4096 -keyout key.pem -out cert.pem -days 365

To verify the SHA:

Get-FileHash cert.pem -Algorithm SHA1

![User](data:image/jpeg;base64,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)

**You**

PS C:\Users\alvin\desktop\\_repos\socialwebsite\bookmarks> Get-FileHash cert.pem -Algorithm SHA1 >> Algorithm Hash Path --------- ---- ---- SHA1 02A89AB5EF5F3EDD723C5B0125180AC40C87FE8C

# Step 1: Generate CA key and certificate

openssl genrsa -aes256 -out ca-key.pem 4096

openssl req -new -x509 -sha256 -days 3650 -key ca-key.pem -out ca.pem

# Step 2: Generate certificate key

openssl genrsa -out cert-key.pem 4096

# Step 3: Create extfile.cnf with subjectAltName

echo "subjectAltName=DNS:\*.account,IP:127.0.0.1" > extfile.cnf

# Step 4: Generate CSR and sign the certificate

openssl req -new -key cert-key.pem -out cert.csr

openssl x509 -req -sha256 -days 3650 -in cert.csr -CA ca.pem -CAkey ca-key.pem -out cert.pem -extfile extfile.cnf -CAcreateserial

# Step 4: Generate a fullchain.pem by combining the self-signed certificate and CA key

cat cert.pem > fullchain.pem  
cat ca.pem >> fullchain.pem

# Step 5: Run following command in VS Code using the self-signed certificate and certificate key

python manage.py runserver\_plus --cert cert.pem --key cert-key.pem

PS C:\Users\alvin\desktop\\_repos\socialwebsite\bookmarks> openssl x509 -in ca.pem -text

Certificate:

Data:

Version: 3 (0x2)

Serial Number:

67:a5:bb:85:53:9f:e4:cf:3a:f7:ca:c4:36:2d:36:3e:25:9d:85:5c

Signature Algorithm: sha256WithRSAEncryption

Issuer: C = SG, ST = Some-State, O = GreenBikeSG, CN = mysite.com, emailAddress = alvinwong7896@gmail.com

Validity

Not Before: Jan 13 04:30:15 2024 GMT

Not After : Jan 10 04:30:15 2034 GMT

Subject: C = SG, ST = Some-State, O = GreenBikeSG, CN = mysite.com, emailAddress = alvinwong7896@gmail.com

Subject Public Key Info:

Public Key Algorithm: rsaEncryption

Public-Key: (4096 bit)

Modulus:

00:d2:c4:78:59:90:a4:8a:5f:f0:87:4c:30:c2:79:

4f:d4:1e:d0:34:ee:f3:7e:e8:cd:75:9b:7b:39:e7:

63:fd:91:71:15:65:ed:41:20:f8:56:bc:a9:ef:41:

cb:55:2f:51:1f:60:17:be:7e:72:88:3c:c5:49:9b:

f0:ba:13:1c:ff:7a:41:c8:4a:9e:e8:a1:95:52:f5:

51:68:e8:0d:93:6c:43:b4:b8:cb:f0:22:45:f3:2e:

ad:a3:93:f1:3b:ef:ce:1c:d9:56:b0:7f:3d:8b:5e:

06:24:ef:21:ca:20:e9:2c:e6:c1:e1:59:20:00:8b:

58:52:db:13:0f:98:f9:22:8f:c1:e4:1a:69:69:69:

e6:b2:02:fd:70:16:4f:f6:49:54:18:0e:10:64:de:

b8:7e:df:9f:f9:00:e1:ef:f2:c2:ce:5c:18:94:1d:

b2:37:8c:3c:2d:8d:9d:29:70:dd:e0:5e:b9:1b:c0:

a3:69:af:71:c3:42:9c:ba:24:5a:bf:d8:17:ae:05:

2a:bf:00:80:13:10:e3:70:79:0f:80:33:73:b0:cb:

bc:7e:4a:c1:ef:50:a3:6f:ed:7d:32:fb:23:c8:70:

9b:de:fd:06:21:b3:22:4a:5d:7a:9e:37:00:6a:b0:

4f:20:a9:6e:ea:c8:28:d2:95:42:6d:88:80:5d:21:

60:93:58:99:ec:f2:6d:28:76:97:89:cb:31:19:f7:

5e:e8:6e:e3:11:2e:c3:60:14:61:9a:16:d7:e6:58:

1f:de:d7:87:69:a0:b3:1e:ab:c0:2f:6d:68:fd:e9:

86:79:fb:ff:05:b7:7f:4a:8c:bc:5d:f2:2c:66:1a:

83:ac:1c:dc:21:f5:cc:ec:55:6a:7d:fe:ee:8a:83:

e9:98:df:56:14:00:9b:a0:9c:0d:04:60:ad:94:c7:

8a:bf:41:17:e1:f9:9c:6f:7d:96:43:14:cc:04:57:

46:a0:71:2c:dc:ab:a6:a4:fa:36:7e:c9:e9:cd:ba:

c6:a7:af:db:77:95:5b:a2:0d:16:6c:d0:b1:be:56:

c1:c9:b7:9f:21:22:4d:8c:21:14:38:c3:11:bb:c0:

3c:6f:72:cb:dd:a4:19:62:4b:f2:5e:7d:fa:50:aa:

00:74:d1:1a:90:58:10:2d:95:98:77:d3:48:34:bc:

9a:d4:55:ad:17:ca:12:20:fa:9a:d4:85:63:01:3e:

96:b8:38:83:0c:58:4c:e9:0c:c4:fb:81:4c:0b:a3:

31:a7:91:59:a8:f1:72:66:27:86:e5:fa:e5:60:c6:

58:26:5b:cd:35:75:de:82:c1:e3:95:27:b1:a9:31:

41:f7:8d:fc:50:e6:61:8d:ac:43:76:56:7a:5e:19:

57:fe:7f

Exponent: 65537 (0x10001)

X509v3 extensions:

X509v3 Subject Key Identifier:

CA:BF:D3:85:6F:BE:15:4E:0E:D8:3A:37:0B:5A:CA:E0:F4:97:15:D3

X509v3 Authority Key Identifier:

CA:BF:D3:85:6F:BE:15:4E:0E:D8:3A:37:0B:5A:CA:E0:F4:97:15:D3

X509v3 Basic Constraints: critical

CA:TRUE

Signature Algorithm: sha256WithRSAEncryption

Signature Value:

98:5a:d1:52:78:f0:38:2e:f6:69:a5:c7:45:68:0b:5b:79:b1:

9b:79:fb:d2:26:02:62:a4:ff:f0:fc:43:d9:4c:eb:d4:b4:82:

59:c5:22:44:af:14:f4:09:98:98:06:2c:55:74:7c:26:5b:39:

14:d8:38:4d:02:39:97:16:e7:46:53:05:8a:fe:64:d6:1d:4c:

67:28:c3:52:9d:67:44:96:45:9d:ee:cd:2f:93:24:b4:92:ae:

22:b4:e2:a2:33:5a:79:79:0b:f6:82:b6:c7:53:2c:07:1e:55:

a8:54:fe:70:5d:20:8f:b2:9d:7f:5b:44:b8:13:5e:ed:f7:0c:

53:ad:b6:02:68:f1:c2:a6:57:07:72:bd:ec:78:6b:84:9f:39:

9b:f4:0c:b6:97:ef:3a:5b:b8:58:21:60:11:c1:87:40:bf:02:

2b:15:44:ee:07:67:4f:96:d6:ec:7c:a7:00:50:51:90:af:d8:

c9:2d:1e:3c:17:52:d5:fe:91:7b:2d:e9:12:d8:04:4c:5e:9c:

73:95:19:8f:d6:e0:93:ab:58:ce:b3:1a:cd:5d:e8:1d:0f:46:

b4:c1:2a:0d:57:ae:0c:e9:e1:28:0d:31:26:63:8a:23:92:3c:

19:c0:b4:50:dd:6e:11:13:47:72:4d:18:f9:f0:1d:49:ad:aa:

ec:13:22:c2:b3:3d:58:19:f8:ec:f8:a1:9d:98:4c:c1:32:90:

1e:00:08:e7:f5:47:e8:51:a3:a2:90:c3:32:53:e1:d3:4a:fe:

d5:d5:b1:6d:4d:93:69:ef:5a:a6:68:c0:51:02:75:f6:ed:90:

b6:0b:9e:57:70:1c:3a:87:fe:80:75:36:58:c3:70:fb:6c:61:

0f:4e:14:80:f8:c8:59:0b:d8:46:90:a2:27:7b:0e:c6:29:12:

9d:a8:1a:62:79:e9:44:1c:a6:b6:c9:36:d1:55:14:06:76:e9:

74:80:ae:b4:58:db:10:a0:c0:78:3b:33:ef:77:6d:e3:ec:4b:

f6:e6:0d:21:5e:40:f6:a9:6d:35:47:68:b7:e4:06:fe:69:b0:

85:f9:c6:34:d7:84:9e:6a:ac:67:a1:70:e7:fa:63:87:aa:1a:

a5:db:08:e1:89:a8:2d:49:3b:33:34:c4:c9:d2:65:6e:e5:ad:

a0:d4:5a:da:17:33:17:ea:ad:c7:79:d6:09:31:4f:a1:ad:ec:

bc:7f:de:bc:52:6f:88:8c:54:7e:8f:39:3f:ef:64:7b:f0:a1:

b3:1e:2f:3e:a2:24:21:25:9e:2d:6f:b0:7f:10:7c:af:41:a5:

75:35:51:ca:6d:e3:88:84:5d:1e:ee:7c:bf:00:f9:8b:00:15:

63:23:27:68:b7:a6:b1:3d

-----BEGIN CERTIFICATE-----

MIIFyzCCA7OgAwIBAgIUZ6W7hVOf5M8698rENi02PiWdhVwwDQYJKoZIhvcNAQEL

BQAwdTELMAkGA1UEBhMCU0cxEzARBgNVBAgMClNvbWUtU3RhdGUxFDASBgNVBAoM

C0dyZWVuQmlrZVNHMRMwEQYDVQQDDApteXNpdGUuY29tMSYwJAYJKoZIhvcNAQkB

FhdhbHZpbndvbmc3ODk2QGdtYWlsLmNvbTAeFw0yNDAxMTMwNDMwMTVaFw0zNDAx

MTAwNDMwMTVaMHUxCzAJBgNVBAYTAlNHMRMwEQYDVQQIDApTb21lLVN0YXRlMRQw

EgYDVQQKDAtHcmVlbkJpa2VTRzETMBEGA1UEAwwKbXlzaXRlLmNvbTEmMCQGCSqG

SIb3DQEJARYXYWx2aW53b25nNzg5NkBnbWFpbC5jb20wggIiMA0GCSqGSIb3DQEB

AQUAA4ICDwAwggIKAoICAQDSxHhZkKSKX/CHTDDCeU/UHtA07vN+6M11m3s552P9

kXEVZe1BIPhWvKnvQctVL1EfYBe+fnKIPMVJm/C6Exz/ekHISp7ooZVS9VFo6A2T

bEO0uMvwIkXzLq2jk/E7784c2Vawfz2LXgYk7yHKIOks5sHhWSAAi1hS2xMPmPki

j8HkGmlpaeayAv1wFk/2SVQYDhBk3rh+35/5AOHv8sLOXBiUHbI3jDwtjZ0pcN3g

XrkbwKNpr3HDQpy6JFq/2BeuBSq/AIATEONweQ+AM3Owy7x+SsHvUKNv7X0y+yPI

cJve/QYhsyJKXXqeNwBqsE8gqW7qyCjSlUJtiIBdIWCTWJns8m0odpeJyzEZ917o

buMRLsNgFGGaFtfmWB/e14dpoLMeq8AvbWj96YZ5+/8Ft39KjLxd8ixmGoOsHNwh

9czsVWp9/u6Kg+mY31YUAJugnA0EYK2Ux4q/QRfh+ZxvfZZDFMwEV0agcSzcq6ak

+jZ+yenNusanr9t3lVuiDRZs0LG+VsHJt58hIk2MIRQ4wxG7wDxvcsvdpBliS/Je

ffpQqgB00RqQWBAtlZh300g0vJrUVa0XyhIg+prUhWMBPpa4OIMMWEzpDMT7gUwL

ozGnkVmo8XJmJ4bl+uVgxlgmW801dd6CweOVJ7GpMUH3jfxQ5mGNrEN2VnpeGVf+

fwIDAQABo1MwUTAdBgNVHQ4EFgQUyr/ThW++FU4O2Do3C1rK4PSXFdMwHwYDVR0j

BBgwFoAUyr/ThW++FU4O2Do3C1rK4PSXFdMwDwYDVR0TAQH/BAUwAwEB/zANBgkq

hkiG9w0BAQsFAAOCAgEAmFrRUnjwOC72aaXHRWgLW3mxm3n70iYCYqT/8PxD2Uzr

1LSCWcUiRK8U9AmYmAYsVXR8Jls5FNg4TQI5lxbnRlMFiv5k1h1MZyjDUp1nRJZF

ne7NL5MktJKuIrTiojNaeXkL9oK2x1MsBx5VqFT+cF0gj7Kdf1tEuBNe7fcMU622

AmjxwqZXB3K97HhrhJ85m/QMtpfvOlu4WCFgEcGHQL8CKxVE7gdnT5bW7HynAFBR

kK/YyS0ePBdS1f6Rey3pEtgETF6cc5UZj9bgk6tYzrMazV3oHQ9GtMEqDVeuDOnh

KA0xJmOKI5I8GcC0UN1uERNHck0Y+fAdSa2q7BMiwrM9WBn47PihnZhMwTKQHgAI

5/VH6FGjopDDMlPh00r+1dWxbU2Tae9apmjAUQJ19u2QtgueV3AcOof+gHU2WMNw

+2xhD04UgPjIWQvYRpCiJ3sOxikSnagaYnnpRBymtsk20VUUBnbpdICutFjbEKDA

eDsz73dt4+xL9uYNIV5A9qltNUdot+QG/mmwhfnGNNeEnmqsZ6Fw5/pjh6oapdsI

4YmoLUk7MzTEydJlbuWtoNRa2hczF+qtx3nWCTFPoa3svH/evFJviIxUfo85P+9k

e/Chsx4vPqIkISWeLW+wfxB8r0GldTVRym3jiIRdHu58vwD5iwAVYyMnaLemsT0=

-----END CERTIFICATE-----